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External Authentication: An Overview
QQI defines external authentication as the process that aims to provide independent authoritative confirmation of fair and consistent assessment of learners, in accordance with national standards. External authentication establishes the credibility of the provider’s assessment processes and ensures that assessment results have been marked in a valid and reliable way and are compliant with the requirement for the award.
(QQI Quality Assuring Assessment, Guidelines for Providers, Revised 2013).
It is the provider’s responsibility to decide how the process of external authentication is to be implemented, to manage the process and to identify and use appropriate, trained external authenticators. The detail around the provider’s external authentication process should be outlined in the provider’s quality assurance agreement. 
When planning the external authentication process, providers may consider the following:

Who

Providers must ensure that external authenticators are appropriately trained and briefed for the role. 
The external authenticator will moderate results for awards in fields/sub fields in which the authenticator has broad subject matter expertise. Given their professional status it is expected that all external authenticators will possess the expertise necessary to moderate results in general areas, for example, Communications.

In selecting an appropriate external authenticator, care should be taken to ensure that the authenticator:
· Has technical/subject matter expertise within the appropriate award area/field of learning

· Has experience of delivering programme assessment or work in the industry/field

· Agrees to undertake appropriate training and to attend appropriate briefings

· Has the qualities necessary to interact with learners, assessors and senior staff members, as appropriate
· Has administrative and I.T. skills

· Can undertake to operate within the code of practice and guidelines issued by QQI, as appropriate
· Is available to the provider at appropriate times

· Is independent of the centre to which s/he is assigned
When 

External authentication is part of the provider’s quality assured assessment process and will take place after learners have been assessed and after the internal verification process. External authentication must take place before the results approval process is implemented.

In planning for external authentication consideration should be given to the following:

· The other assessment related processes; internal verification, results approval, appeals and requesting certification

· The provider deadlines and key dates

· QQI certification deadlines and key dates

All major, special purpose and supplemental award areas and all centres where certification is being sought must have an external authenticator assigned per annum.
Where
In choosing a location for external authentication care should be taken to ensure that all required documentation and equipment is available. The external authenticator may also meet with appropriate staff and learners so it is important that the location can facilitate this interaction, as appropriate. Ultimately the location chosen should facilitate the external authenticator in:
· Confirming the fair and consistent assessment of learners

· Reviewing the internal verification report

· Applying a sampling strategy 

· Moderating assessment results

· Visiting the centre and meeting with appropriate staff and Learners

· Participating in the results approval process, if agreed

· Identifying any issues/irregularities in relation to the assessment process

· Recommending results for approval

· Producing an external authentication report
What
The following documentation must be available to the external authenticator:

· Relevant award specifications and validated programmes
· All relevant assessment instruments and appropriate supporting documentation, for example, assessment briefs, examination papers, marking schemes and outline solutions

· The assessment plan(s)

· All learner assessment evidence

· All learner assessment results recorded on appropriate results sheet(s)

· List of assessors per programme and/or class group

· Internal verification report

· The provider’s sampling strategy

Appropriate equipment to moderate assessment evidence produced in a multi media format must also be provided, as appropriate.

How

The external authenticator will work through the following stages of the process:

· Confirm arrangements with the provider

· Prepare for the external authentication visit

· Conduct authentication
· Moderate the assessment results

· Report back to the provider

Moderating assessment results involves reviewing results and checking the standard of evidence at each grade band: Successful (Levels 1-3), Distinction, Merit, Pass (Levels 4-6) and Unsuccessful/Referred, by examining samples of evidence within each grade band and at the borders of grades. 
The critical points at which judgement is applied are the boundaries between bands/grades: Referred/Pass, Pass/Merit, Merit/Distinction.

In order to moderate the assessment results, the authenticator will:
· Review the award standards 

· Review the QQI grading criteria

· Confirm assessment techniques and instruments are appropriate 

· Ensure consistency with the award requirements

· Confirm the assessment criteria and marking sheets are appropriate

· Judge a sample of learner evidence and results to ensure consistency with the award standard and grading criteria
Useful documentation
· QQI Quality Assuring Assessment, Guidelines for Providers, Revised 2013
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